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Annotation. This article analyses the theoretical and practical aspects of using innovative
technologies to protect classified sites that require a high level of security, such as military facilities,
strategic infrastructure, energy and transport systems. The possibilities, advantages and limitations of video
analytics systems based on artificial intelligence, remote monitoring using Internet of Things (IoT) devices,
and biometric identification systems are considered. Based on scientific sources, the study substantiates the
effectiveness of real-time threat detection systems, anomaly detection, automated access control, and
integrated security systems. It also proposes an architecture for creating a “smart security model” through
the comprehensive integration of Al, 10T, and biometric systems, and highlights the measures necessary for
such an approach in terms of cybersecurity, data privacy, and technical stability. Based on a systematic
approach, the article reveals the role of modern digital security tools in protecting classified facilities.
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POJIb THHOBAIIMOHHBIX TEXHOJIOT U1 B OXPAHE
KJIACCHUOULINPOBAHHbBIX OB BEKTOB

SkyooB Kypbar AMaHreJIneBUY
Munucmepcmea oboponwvt Pecnyonuxu Y30exucman

AHHOTAUMA. B danHoll cmambe aHanu3upyiomcs meopemuyeckue U npaKmuyeckue
acnekmsl UCNONL30GAHUSI UHHOBAYUOHHLIX MEXHONIO2UU 6 OXPAHEe Kame2opupOo8aHHbIX
00beKmMos meppumoputi, mpeoyrwux 6biCOKOU CMeneHu 3aujumsl, MaKux Kak B0eHHble
00veKmyl, Ccmpame2uyeckdas UHGPACMPYKMypa, SHepeemuyecKue U MpaHCHOPMHbIe
cucmemsl. Paccmompenvi  6o3mooicHocmu, npeumywecmea U - 0SpAHUYEHUS  CUCTNEM
BUOCOAHATUMUKU HA OCHOBE UCKYCCMBEHHO20 UHMENIEeKMA, OUCMAHYUOHHO20 MOHUMOPUHSA
¢ ucnoavzosanuem ycmpoticme Hnmepnema seweti (10T), a maxaice cucmem 6uomempuieckou
udenmugurayuu. B uccredosanuu Ha ocHo8e HAYUHLIX UCMOYHUKOB 0OOCHOBbIBAEMCA
appexmusHocms cucmem 0OHAPYIHCEHUSL Y2PO3 8 PEHCUME PEaTlbHO20 8PEMEHU, Pe2UCMPayuu
AHOMAILHBIX CUMYAYULL, ABMOMAMUZAYUU KOHMPOIS OOCMYNA U UHMESPUPOBAHHBIX CUCTIEM
bezonacnocmu. Taxoce npednazaemcs — apxumexkmypa —CcO30aHUsL  'YMHOU — MoOeu
bezonacnocmu' nymem komnaexcnou unmeepayuu UU, ToT u 6uomempuueckux cucmem, a
makdce 0ceewaromes mepvl, HeobXooumvle OJis1 MAKO20 NOOX00a C MOYKU 3PEHUs.
Kubepbe3onacHocmu, KOHQOUOEHYUATbHOCMU OAHHbIX U MEXHUYECKOU YCMOUYUBOCHIU.
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Cmambsa Ha OCHOBe CUCMEMHO20 NO0X00d pACKpbleaem pojib COBPEMEHHbIX CPeOCm8
yugposou bezonacnocmu  3aujume Kame2opupo8aHHbIX 00bEKMO8.

KiroueBble cioBa: kamezopuposanHvle 00beKmbl, UCKYCCMBEHHbIN UHMENLIeKM,
gudeoanarumuka, ouomempuyeckue cucmemvl, 10T (Mumepnem seweil), OucmanyuoHHbliL
MoHumopuHe, Kubepbezonachocmo, edge computing, KoHmpoas docmyna, o0OHapyJiceHue

AHOMAJIbHbIX cumyauuﬁ, l/ﬂ/ld)pOGClﬂ 6630naCHOCI’}’lb, UHMeEJLIEKMYallbHble MEXHOJI0CUU.

TOIFALANGAN OBYEKTLARNI QO‘RIQLASHDA INNOVATSION
TEXNOLOGIYALARNING ROLI

Yakubov Jur’at Amangeldiyevich
O‘zbekiston Respublikasi Mudofaa vazirligi

Annotatsiya. Mazkur magolada toifalangan obyektlarni harbiy obyektlar, strategik
infratuzilma, energetika va transport tizimlari kabi yuqori darajada himoyalanishi zarur bo‘lgan
hududlarni qo‘riglashda innovatsion texnologiyalardan foydalanishning nazariy va amaliy jihatlari tahlil
qilingan. Sun’iy intellektga asoslangan videoanalitika, Narsalar interneti (IoT) qurilmalari yordamida
masofadan monitoring, shuningdek biometrik identifikatsiya tizimlarining imkoniyatlari, ustunliklari va
cheklovlari ko‘rib chiqilgan. Tadqiqotda real-vaqt rejimida tahdidlarni aniglash, anomal holatlarni qayd
etish, kirish-chiqishni avtomatlashtirish va integratsiyalashgan xavfsizlik tizimlarining samaradorligi
ilmiy manbalar asosida asoslab beriladi. Shuningdek, SI, T1oT va biometrik tizimlarning kompleks
integratsiyasi orqali “aqlli xavfsizlik modeli"ni yaratishning arxitekturasi taklif gilinadi va bunday
yondashuvning kiberxavfsizlik, ma’lumotlar maxfiyligi hamda texnik barqarorlik nuqtai nazaridan talab
qiladigan choralari yoritiladi. Maqola zamonaviy raqamli xavfsizlik vositalarining toifalangan
obyektlarni himoya gilishdagi rolini tizimli yondashuv asosida ochib beradi.

Kalit so‘zlar: toifalangan obyektlar, sun’iy intellekt, videoanalitika, biometrik tizimlar, IoT
(Narsalar interneti), masofadan monitoring, kiberxavfsizlik, edge computing, kirish nazorati, anomal
holatlarni aniqlash, raqamli xavfsizlik, aqlli texnologiyalar.

B ycrnoBusix coBpeMeHHOU TIOOAIM3AlMA U PE3KO MEHSIIOIIEHCS TeOMOIUTUYECKON
CUTyalldd TOCTOSIHHO pacTylre TpeOoBaHUs OE30MacHOCTH BBI3BIBAIOT HEOOXOAMMOCTH
oOecrieueH s BEICOKOTO YPOBHS OXpaHbl KATETOPUPOBAHHBIX 0OBEKTOB - BOCHHBIX 00BEKTOB,
CTPATETUYECKH BAKHBIX WHQPPACTPYKTYp, SHEPrEeTHUYECKUX KOMIUICKCOB, TPAHCIIOPTHBIX
KOMMYHUKAallMd W  JpyruX OOBEKTOB TOCYJAapCTBEHHOTO 3HadeHusA. [loCKONbKY
TPaJUIIMOHHBIE METOJIBI OXPAHBI HE 00ECIIEUNBAIOT JOCTATOYHOM 3(PPEeKTUBHOCTH HA (HOHE
CIIO)KHOCTH, OTIEPATUBHOCTH W JMBEPCU(PUKAIMU COBPEMEHHBIX YIPO3, PE3KO BO3pOCIia
noTpeOHOCTh B MPUMEHEHUH TEPEIOBBIX IIU(PPOBBIX TEXHOJIOTHI. B yacTHOCTH, HHTETparys
uckyccrBeHHoro uHreiviekta (M), Bupeoananutuky, ycrpoiictB loT u  cucrem
OuoMeTpruYecKoi ayTeHTH(QHUKAIMu B cdepy O€30MacHOCTH NPUBOAUT K MOSIBICHUIO
COBEPIICHHO HOBBIX TIOJXOJOB K 3alIUTe OOBEKTOB. YCKOpEHHE Tmporecca IHUPpOBOi
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Tpanchopmanuu 1mo3Boisier ¢ momouisio M B pexume peanbHOTO BpEMEHH BBISBISTH
MOBEJICHNE, MPOrHO3WPOBATH YIPO3bl, ABTOMATHYECKH (HUKCHPOBATH IOJ03PUTEIHHYIO
nestenbHOCTh [1; 2]. VerpoiictBa WHTepHeTa Bemieit pacmmpsitoT (yHKIMOHAJIbHBIC
BO3MOKHOCTU OXpaHbl, oOecleunBasi HENPEpPbIBHBIN yJaleHHbIH CcOOp JaHHBIX BOKPYT
00bEKTa, MOHUTOPUHI 4YEpe3 JNaTUMKH, OBICTPYIO MHTErpaluio M OoOMEH HH(popMauuen
MeX1y cucteMaMu Oe3onacHocTH [3; 4]. Ilpu 9TOM npuMeHeHHe OMOMETPHYECKUX CHCTEM
OTIIEYAaTKOB TaJblLEB, pAClO3HABaHUS JUIA, PpagyXKHOH OOOJOYKM TIjas3a, rojioca U
MYJbTUMOJAIBHON ayTeHTU(UKALUU CYHIECTBEHHO MOBBIMIAET TOYHOCTb U HAJEKHOCTb
KOHTpOJIs foctyna [3; 6; 7].

CoBpeMEHHBIE HAy4YHBIE MCCIIEIOBAaHUSA OTMEYAIOT BO3MOYKHOCTbH CO3JIaHUS «yMHOMU
MoJiend 0e30MacCHOCTH» 4Yepe3 KOMIUIEKCHOE NMPUMEHEHHE 3THX TEXHOJIOTUH, MPH 3TOM
OTMEUAETCs,, YTO KpaeBble BBIUMUCICHUS, OOJAYHbIE BBIYMCIEHUS, BUACOAHAIUTHKA,
KOMIIBIOTEpHOE 3peHHe M 00paboTka AaHHbIX [0 B peaqbHOM BpPEMEHH CO3JAl0T HOBBIE
craHmapTel Oe3omacHocTH [2; 3; 5]. B TO ke BpeMsi BONPOCHI, CBSI3aHHBIC C IIMPOKUM
BHEJPEHUEM TEXHOJIOTHM, Yrpo3bl KHOepOe30macHOCTH, KOH(UICHIIMATBLHOCTh JaHHBIX,
IpeI0TBpALCHHE MOJISNTKH YCTpoiicTB ¢ momoinsio PUF-Texnomoruit (Physical Unclonable
Function), 3ammra OHOMETPHYECKMX JAHHBIX H OOccleYeHUue OecrepeOOHHON padoThI
CHCTEM IO-TIPEKHEMY OCTAIOTCSI aKTyaJIbHBIMHU [7; 8; 9].

OcHOBHas LEenb CTAaTbU COCTOMT B AaHAJIM3€ HA OCHOBE HAyYHBIX HCTOYHUKOB
BO3MOXKHOCTEH, MPEUMYIIECTB U OTPaHUYEHUN TEXHOJOTUN HMCKYCCTBEHHOI'O WHTEJIEKTa
(MN), IoT m OHOMETPHUYECKUX TEXHOJOTHH B OXpaHe OOBEKTOB, OXPAHAEMBIX IO
KaTeropusiM, a TakXe B IMPEIJOKEHUU KOHLENIMH WHTEIPUPOBAHHONW CHCTEMBI
Oe3omacHocTH. B mccienoBanuM ocBemiaeTcs posib 3TUX TEXHOJIOTMH B MOHHTOPUHIE B
peaJlbHOM BpEMEHH, KOHTpPOJIE BXOJa M BBIXOJAa C BBICOKOH TOYHOCTHIO, aBTOHOMHOM
BBISIBJIEHUM ONACHOTO MOBEACHMS U MOBBIIEHUH 3 (HEKTUBHOCTH KOMIUIEKCHBIX OXPaHHBIX
CUCTEM.

HckyccTBeHHBIN HHTEJVIEKT M CUCTEMbI BUI€0AHAJIUTHKH.

1.1 Buneoananutuka + MU: OCHOBHBIE BO3MOXHOCTH: B TPAJUIIMOHHBIX CHCTEMAaxX
BUJICOHAOIIOJICHHSI 3alHUChIBACTCA TOJBKO BHMJCO M HAOIIOJIEHHE OCYIIECTBISETCS Yepes3
oneparopa-4yenoBeka. OHAKO ¢ TIOMOIIBIO aHaNnU3a BHICOKOHTeHTa Ha ocHoBe U (video
analytics / video intelligence) MOXHO B pealbHOM BpPEeMEHH OOHApPYKUBATh OOBEKTHI,
(UKCHPOBATh BM)KCHUS WM OTKJIOHEHHS OT HOPMBI (HAmpuMep, HECAHKIIMOHUPOBAHHOEC
JUI0O HA TEPPUTOPUM, HEU3BECTHBIC JBW)KECHMS, TEMIlEpaTypa Tela, HEKeIaTelIbHOe
pa3MelIcHre ) aBTOMAaTHYECKH;

C nomomupto anroputmoB MU naeHTHGUIMPYIOTCS JIIOAM, TPAHCIIOPTHBIE CPECTBA,
00BEKTHI, UX JIBU’KEHHE U MOBEACHHE — 3TO MO3BOJSET paHHee 0OHApYKEeHUE MPEeCTyMHON
JESATEIBHOCTH, OECTIPUUMHHOIO JOCTYIIA, HEKEIATEIbHbIX ABUKECHMIA;

Kpome Toro, edge computing + MW Toxe BaHBI: OKOJIO Kamep (Ha KPaeBBIX
YCTPOMCTBAX) aHAIN3 BUICO MO3BOJISICT YMEHBIIUTH 00BEM MEPEIaBaeMbIX MO CETH JaHHbIX,
COKpaTHTh 3a7epkKy (latency) u obecrednTs MOHUTOPHHT B PEaTbHOM BPEMEHH.
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1.2 TIpumepsl / DMnupudecKue ucciea0Banus: Hanpumep, B cratbe A Smart, Efficient,
and Reliable Parking Surveillance System with Edge Artificial Intelligence on IoT Devices
MOHHTOPHHI TapKOBOK OCYIIECTBIsUICS ¢ wucnonb3oBanuem edge-Al + IoT kamep; B
pEabHBIX YCIOBUAX 0OHApY)KeHO Ooiiee 959 TOUHOCTH.

B npyrom Hay4HOM aHanmM3e paccMaTpHBAETCS BBIABICHHE NMPECTYIUICHHH M aKTOB
arpeccuy ¢ TMOMOIIBI0 BHCOHAOIONECHUS W MAIIMHHOTO OOYYEHHS B YCIOBHSIX YMHOTO
ropoja B 2018-2024 ronmax.

1.3 Orpanudenust ¥ pucku: cucteMsl BugeoHabmoaeHus: u MU pabotarot ¢ Ooiapmmmu
o0beMaMH JaHHBIX, YTO MOXET CO3AaTh 3HAYUTENBHYIO HAarpy3Ky Ha CETH U
uHppacTpykrypy xpanenus. Edge computing 1 onTHMU3UpPOBaHHbBIC ATOPUTMBI YACTUYHO
pENIaoT ATy NpodiieMy;

OJIHAKO, €CJIdi CHUCTEMa HAaCTPOEHA HENPAaBUIBHO, BO3MOXHBI OIIMOOYHBIE
OIIPEJICIICHHSI, CITy4au JIOKHOMOJIOKHUTEIBHBIX / JOKHOOTPHUIATEIBHBIX PE3yIbTaTOB (TO
€CTh JIOXKHBIC TMPEIYIPEKICHUS WIM UTHOPUPOBAHHE PEaNbHBIX YIpo3), 4TO OCIadiser
0€30MacHOCTh MPEANPUATHS WIH BOSHHOTO 00BEKTa. DTOT BOIPOC TpeOyeT CEpbe3HOro U
TUIATEILHOTO PACCMOTPEHUSI.

Yerpoiicta IoT (Internet of Things - MHTepHeT Bemieii) M AHCTAHIMOHHBIN
MOHHTOPUHI.

2.1 IoT + BuaeonaOmoaeHHe: apxuTekTypa W npeumymiectBa: Crtatbs 'IoT video
analytics for surveillance-based systems in smart cities' mokasbIBaeT, 4TO CETh JATYMKOB U
kamep loT B codetaHny ¢ MamIMHHBIM O0y4YeHHEM 00ECTEUYNBAET aHAIN3 BHJICOTIOTOKOB B
peXHMe pealbHOTO BpeMEHU, 0OHAPYKEHHE TTOBEICHUS U OTIOBEIIICHHUE;

"VMHBIE" cuUTHANBI U Aatdyuku Ha Oasze loT - Takue kak OOHAapyKEHHE JBHXKEHUS,
TEMIIEPATyphl, OCBEIIICHHOCTH, YPOBHS BOJIbI/Ta3a, MOXKapa, 00bEKTOB 32 CTEHOW - 3TOT THI
KOMILIEKCHOTO MOHUTOPHHTA TIO3BOJISIET BBISIBIIATH PAa3JIMYHBIC YTPO3bl HA PAHHEH CTaIHH;

JAUCTAHIIMOHHBIA MOHUTOPHHT: [0T + obnauHas win cepBepHas apxutekrypa (cloud-
assisted) - Hanpumep, monb3oBarenu loT-kamep, CEHCOPHBIX YCTPOWCTB M MHTEpdeiicoB
YIQJCHHOTO JOCTyNa MOTYT OTCICKHBATh CHTYAIlMI0O B PEXKHME PEAIbHOTO BPEMEHHU W3
J000M TOUKH.

2.2 Ceru IoT u acmexThl kuOEpOE30MaCHOCTH: OHAKO 0 MEpPEe PACIIUPEHUs CeTei
IoT Bo3pacTalOT U pPUCKU KUOEpOE30MacCHOCTH: MOTYT BO3HMKHYTh TakKHe MPOOJIEMBI, Kak
VSI3BUMOCTH YCTPOMCTB M WX MOJKIIOYCHHS K CETH, HECAHKIIMOHUPOBAHHBIA JOCTYII,
UCKa)XCHHE TAaHHBIX, KpaXka BUJCO U MHPOPMAIIHH;

Hampumep, B cratbe 'Secure biometric-based access control scheme for future IoT-
enabled cloud-assisted video surveillance system' mpexncraBineHa cxema OHOMETPHYECKOH
ayTeHTH(HUKAIMM ¥ B3aUMHOW ayTeHTH(UKAIMKU Yepe3 OONauyHBIA cepBep, a TaKKe
mdpoBaHUS TAaHHBIX C MMOMOIIBI0 CECCHOHHBIX KIIOUEH ISl CHCTEM BUACOHAOTIOACHUS
[oT. DToT moaxo ciyXut aiist ycuieHus 6ezonacHoctu 0T n OnomMeTprueckoi 3aIuThl.

2.3 ApxuTeKkTypa NPUMEHHUMOIO MPOEKTa s OOBEKTOB, OTHECEHHBIX K JIaHHOMN
KaTerOpHH.
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B Bamem cmyudae mist 0OBEKTOB JAHHON KaTErOpHH MPEANOYTHTENbHA CIEAYIOIas
KOHIIETITyaJIbHAs apXUTEKTypa:

Edge/IOT-kamepbl + yMHBIE CEHCOpBI (IBH)KEHHE, OOBEKTHI 32 CTEHO, AOCTYI B
OTPaHUYCHHYIO 30HY, U3BMCHEHHE OTHSI/Ta3a/BO3/yXa);

AHamu3 BHJICOIIOTOKOB Ha Kparo (B peajJbHOM BpPEMEHHW), CHTHal Ha
CepBep/IEHTPATLHYIO CITYyKOY MOHUTOPHHTA TOJIEKO B CIIydae aHOMAJIHH HITH yTPO3HI;

OOGunauHbIit/nokanbHbIi cepBep + MM-BuneananuTrka + apxuB BHICO / 0a3a TaHHBIX
COCTOSIHHU;

JINCTaHIIMOHHBI MOHHMTOPUHT W YIpPaBICHHE —— OIEPaToOpbl, OTBETCTBEHHBIC
COTPYAHHKH YEpe3 YMHBIE YCTPOMCTBA, KOMITBIOTEPHI CIEISAT 3a COCTOSIHHEM CHCTEMBI,
KOHTPOJIMPYIOT BXOIbI/BBIXOJIBI.

3. buomerpuuyeckue cucTeMbl H HX 3IPPEKTHBHOCTL B oO0ecmeYeHHH
0e30I1aCHOCTH.

3.1 IlpeumymectBa OHOMETpPUYECKOM HIEHTU(UKALIMM UM  ayTEHTU(UKAIUU:
OnoMeTpuyeckue cUCcTeMbl (pacro3HaBaHUE JIMIA, PAIY)KHOU OOOIOYKH TJ1a3a, OTHEYaTKOB
najablieB, OHOMETPUYECKMX TOBEICHUYCCKUX  XApPAKTEPUCTHK) MO3BOJIAIOT  JIOCTYII
OCYIIECTBIATH TOJBKO AaBTOPH30BAHHBIM JIMIIAM. JTO CYIIECTBEHHO IMOBBIIIAET
0€301MacHOCTh M0 CPAaBHEHHIO C TAaKMUMHU METOJaMH, KaK TPAJAWIMOHHBIN KIIOY, KapTa,
1apoJib, HOTOMY YTO OMOMETPUYECKHE TaHHbIe YHUKATIBHBI U IPUBS3aHbI K JINYHOCTH;

yepe3 wuHTerpanuio Ouomerpuu + loT + BumeoHaONMIOACHUS — HaIpHUMED,
pacro3HaBaHUe JUI] + BHUJICAHAINTHKA + CHCTEMa KOHTPOJS JOCTyla — MOXKHO CO3aTh
«CHCTEMHYI0 0€30MacHOCTh», TO €CTh O0OBEAMHEHHBIM KOHTPOJIb JOCTYIA, NEPEMEIEHUN U
HaOmoeHus. I1o100HbIE KOMIUIEKCHBIC CHCTEMBl MOAXOAAT JUII OOBEKTOB, TPEOYIOIIUX
MOBBIIIEHHOTO YPOBHSI HAIEKHOCTH.

3.2 Tlpumepsl ClIeAYIONMX HAYYHBIX UCCIEIOBAHMM: cTaThs «Secure biometric-based
access control scheme ...», ymoMsiHyTast BbIilie, PEKOMEHIYET HHTETPAIUI0 OMOMETPUUCCKOM
ayTeHTHUKAIMK W BUJAcOoHAOMOAcHUS Ha ©Oa3e lol wm ympaBieHHe JOCTYIIOM K
BUJICONIOTOKAaM B PEaJbHOM BPEMEHHU 4epe3 00J1ako; MOKa3aHo, YTO ITOT MeTo| Oe3onaceH
MPOTHB MACCUBHBIX U aKTUBHBIX aTaK;

Kpowme toro, B cratbe 10T based Biometric Access Control System onucana ciuctema
KOHTPOJISL JOCTYTIA 110 OTIIEYaTKaM MaJbleB yepe3 OMoMeTpUUecKyto cucreMy u loT-ceTs, a
TaK)Xe HHTETpalys OHIaiH-0a3 TaHHBIX.

3.3 be3onacHOCTh U OTPaHUYEHUSL, MEPHI ITPEIOCTOPOKHOCTH:

OnoMeTrpuveckue naHHble (JIUIO, OTIICYATKH MaJbIIEB, paayXKHas 000JI04YKa IJ1a3a U T.
I.) JO/DKHBI OBITh HA/UICKAIIUM 00pa3oM 3allUINCHbI; €CIH JaHHbIE XPAHATCS Ha
O0IIEOCTYIHBIX cepBepax, Wik B cerax ol 6e3 mmdpoBanus — naHHBIE MOTYT OBITH
YKpaJIeHbI, CKOTTMPOBAHBI, HETIPABOMEPHO HCIIOIb30BAHEI;

Taxke HEOOXOAMMO TNPUMEHEHHE TEXHHUYECKHX IIOAXOJIOB, TaKMX Kak 3amluTa
OnoMerpudeckux MIa0lOHOB (HANpUMep, OTMEHseMble OWOMETPUYECKHE JaHHBIC +
ouokpunrorpadus). Hanpumep, B wuccnemoBanum nox HasBanueM Hybrid Template
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Protection Scheme for Face Recognition in IoT-based Environments paccMOTpeHbI ClIOCOOBI
obOecrieyeHusi 0€30MAaCHOCTH OMOMETPUYECKUX MIAaOJIOHOB — TakuWe METOJbl, Kak
FaceHashing u S-XOR. Kpome Toro, Omomerpuyeckue CHCTEMbI IOABEPIKEHBI YIrpo3e
HO/IICbHBIX OHOMETpHYECKHX 00pa3ioB (spoofing) — uepes poTorpaduto, BuICO, MACKY,
3D-macky. I1o 3To# mpuuMHE cieayeT MPUMEHSTh MpoBepKy xkuBocTh (liveness detection),
IBYX()aKTOPHYIO ayTEHTU(PUKALIMIO U IPYTUE MEPHI 3aLUTHL.

4. HWurterpupoBanHasi Mojaeab: MWcKyccTBeHHbIH HHTe/LIeKT + loT +
buomerpuyecKkue CUCTEMBI.

4.1 KoHuenmusi KOMIUIEKCHOM CUCTEMBI U €€ MPEUMYILECTBA: ISl KATETOPUPOBAHHBIX
O0OBEKTOB - OCOOEHHO OOBEKTOB BOEHHOIO, HHEPreTHYECKOro, TPAHCIOPTHOTO,
CTPaTEruuecKoro NpeanpHUsITHs - MOXKET ObITh HEJJOCTATOYHO TOJIBKO OJJHOTO CJIOS 3aIIMTHI.
[Toatomy:

Video surveillans + SI video-analytics (onpezenenue yrpo3 B peaJbHOM BPEMEHH );

loT ceHcopHasi/kaMepHast CE€Th + TUCTAHIIMOHHBIA MOHUTOPHHI M aBTOMAaTHYCCKas
CUTHAJIM3ALIUS;

buomerpuueckunii KOHTPOJIb JTOCTyINa + ayTeHTHU(UKAIMS + JOCTaTOYHAS 3alluTa
1a0JIOHOB;

OTa apXUTEKTypa CO3[aeT Pe3epB: €ClIM OJUH JIOMAeTCd - APyrue o0ecnedyuBaroT
6e3omacHocts. Kpome toro, unterpanus MU + IoT + Guomerpusi yBenmuyMBaeT IOCTYI K
00BEKTY, IEHUCTBUS BHYTPHU, paHHEee 0OHAPYKEHHUE COCTOSIHUS MTOCTOPOHHUX JIUI] i OMACHBIX
NeICTBUI, a TaK’Ke€ BO3MOKHOCTh PEarupoBaHusl B PEXKUME PEATTbHOTO BPEMEHHU.

4.2 llpakTH4yecKue peKOMEeHAAIUM U ACTIEKThI peanu3alum:

[lpu BeIOOpe ycrpoiictB Edge-loT w®  BHACOAHANIUTHKU JaHHBIE — CIEAYyeT
aHAJIM3MPOBATh JIOKAJBHO, 0€3 OTMNpaBKH B CETh (I NPOITYCKHOH CIIOCOOHOCTH W
KOH(HICHIIMAIIEHOCTH );

HeoOxonumo mmdpoBaHue OHOMETPUYECKHUX JaHHBIX, 3allUTy [1a0JOHOB
(cancelable biometrics, Ouokpuntorpadus), MOCTOSIHHOE OOHOBIICHHE U BHEIPEHHUE
NETEKLUU JKUBOCTH;

[Tonutnka knOGepOe30MmacHOCTH, 3allluTa CeTed, XpaHEeHHWEe W Iepeaayda JaHHBIX,
cranaaptel  (mMpoBaHWe, AayTCHTH(HKALWSA, BEICHHE IKYPHAJIOB) JOJDKHBI  OBITH
paspaboTanbsl — ocoOeHHO B loT-cucremax.

Nnrerpanmst uckyccrBennoro wunreiuiekta (MU), Warepuera Bemeit (IoT) wu
OMOMETPUYECKHX CUCTEM TMpEeICTaBiIsieT co00i 3((EKTUBHBIM U COBPEMEHHBIH MOJIXOJ K
3aluTe OOBEKTOB C OTPAHUYECHHBIM JIOCTYNIOM MU KPUTHUECKOW HHPPACTPYKTYpHL. ITH
TEXHOJIOTUM  CYIIECTBEHHO  TMOBBIIIAIOT  YpPOBEHb  Oe30macHOCTH  Ojaronmaps
B3aMMOJIONOJIHSIOMUM (QYHKUIMSAM, 00ECHEYMBAIOT MOHMTOPHHI B pEallbHOM BPEMEHH U
MO3BOJISIFOT BBISABIIATH YTPO3bl HA paHHeH cTtaauu. Anroputmsl MW nmomoraroT oOHapyKuUBaTh
HECTaHJAPTHBIE JIEHCTBUS, HECAHKUMOHUPOBAHHOE IIPOHUKHOBEHHE M arpecCHBHOE
HIOBEJICHHUE Yepe3 BHJICO-HAOMI0AeHHE, a B coyeTanun ¢ edge computing cHMKaT 00beM
JaHHBIX, TE€pPellaBaeMbIX B CE€Tb, M MHUHUMHU3UPYIOT 3aJepkku. YcrpoiictBa loT c
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PaCIIMPEHHBIMU CEHCOPHBIMHU CETAMM IIOCTOSIHHO KOHTPOJMPYIOT TEMIIEPATYPy, YPOBEHb
mo’kapa, rasa, IBKEHHE U APYTrue mapaMeTphl, 9TO 00eCTIeYMBAET ONepaTOPy BO3ZMOKHOCTD
[I0JIy4aTb CHUTHajJdbl B pPEAIBHOM BpPEMEHM M CBOEBPEMEHHO BBIABIATH  yIPO3bI.
buomerpuueckre CHCTEMBl OIPaHUYMBAIOT JOCTYI TOJBKO AaBTOPU30BAHHBIM JIMIAM,
3HAYUTENIBHO TOBbIIIAS O€30MaCHOCTh [0 CPABHEHUIO C TPAJULMOHHBIMU CHCTEMAMHU
KJItoueH, KapT win naposieid. Takum oOpa3om, HHTErpanus 3TUX TPEX TEXHOJOTUH CO3AaeT
U30BITOYHOCTh: MpU cOOE OAHOM CUCTEMBl JIpyrHMe NpOAOJDKAIOT o0ecrednBaTh
0€30I1aCHOCTh U TOBBIIAIOT OOy YCTOHYMBOCTH cucteMmbl. OmHako st loT-cereit u
OMOMETPUYECKUX JAHHBIX KPUTUYECKH BaXHbl Mepbl KHOEpOE30MacHOCTH, BKIIIOYas
mudpoBaHUe, 3alIUTy MIA0JOHOB M TEXHOJIOTMU MPOTUB mojuenku (spoofing). IToatomy
OINITUMAJIbHAS CTpATerus JJsl 0OObEKTOB C OTPAHMUYEHHBIM JIOCTYIIOM 3aKJII0YaeTCs B IOJX0/1€
«MHOTOYPOBHEBAsl 3alllTa, TEXHOJIOTWYECKAas HWHTErpamus W KuOep/3alluTHBIE MeEphI»,
oOecrevynBaroleM ONEPATUBHBINA OTKIIMK, BBISBIEHUE YIPO3 U MOJJEpKaHuEe CTaOUIBHOCTH
CUCTEMBL.
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